Laboratório – De quem são os dados? (modificado)
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1. Objetivos

Explore a propriedade dos dados, quando eles não estiverem armazenados em um sistema local.

Parte 1: Explore os termos da política de serviços

Parte 2: Você tem ideia no que se envolveu?

1. Histórico/Cenário

As mídias sociais e o armazenamento on-line tornaram-se parte essencial das vidas de muitas pessoas. Arquivos, fotos e vídeos são compartilhados entre amigos e familiares. A colaboração e reuniões on-line são realizadas no local de trabalho com pessoas que estão a quilômetros de distância umas das outras. O armazenamento de dados não está mais limitado apenas aos dispositivos que você acessa localmente. A localização geográfica dos dispositivos de armazenamento não é mais um fator limitador para armazenar ou fazer backup de dados em locais remotos.

Neste laboratório, você vai conferir os acordos jurídicos obrigatórios para usar vários serviços on-line. Você também vai conferir algumas das maneiras de como você pode proteger seus dados.

1. Recursos necessários

* Computador ou dispositivo móvel com acesso à Internet

1. Você tem ideia no que se envolveu?

Depois de criar uma conta e concordar com os Termos de Serviço, você tem ideia no que se envolveu? Na Parte 1, vamos analisar como os Termos de Serviço podem ser interpretados e usados pelos provedores. Use a Internet para buscar informações sobre como os Termos de Serviço são interpretados. Veja abaixo algumas amostras de artigos para você começar (artigos que foram escritos antes das novas leis de proteção de dados).

Facebook:

<http://www.telegraph.co.uk/technology/social-media/9780565/Facebook-terms-and-conditions-why-you-dont-own-your-online-life.html>

Dropbox:

<http://www.legalgenealogist.com/blog/2014/02/24/terms-of-use-change-dropbox/>

Analise os artigos e responda às perguntas a seguir.

* + 1. O que você pode fazer para se proteger?

Primeiramente, ler os termos e políticas dos serviços para entender ao o que você está concordando ao utilizar o serviço, e além disso, não dar sempre todas as suas informações, para não ficar extremamente vulnerável perante ao banco de dados dos serviços que você utiliza. Além disso, utilizar uma senha forte e nem sempre a mesma para diferentes serviços.

* + 1. O que você pode fazer para proteger sua conta e seus dados?

É preciso entender que nada da internet é de graça, e que os serviços possuem suas informações, como por exemplo suas redes sociais, possuem diversos dados seus, para se proteger, é interessante não utilizar a mesma senha para todas as contas, utilizar navegador privado, de preferência ler as políticas e termos dos serviços utilizados para entender a o que você está se comprometendo ao concordar com os termos.

1. Confira os Termos da Política de Serviços

Se estiver usando serviços on-line para armazenar dados ou comunicar-se com seus amigos ou familiares, você provavelmente assinou um acordo com o provedor. Os Termos de Serviço, também conhecidos como Termos de Uso ou Termos e Condições, é um contrato vinculativo juridicamente que rege as regras da relação entre você, seu provedor e outros que usam o serviço.

Navegue até o site de um serviço on-line que você usa e procure o acordo de Termos de Serviço. Veja abaixo uma lista de mídias sociais e serviços de armazenamento on-line populares.

**Mídia social**

Facebook: <https://www.facebook.com/policies>

Instagram: <http://instagram.com/legal/terms/>

Twitter: <https://twitter.com/tos>

Pinterest: <https://about.pinterest.com/en/terms-service>

**Armazenamento on-line**

iCloud: <https://www.apple.com/legal/internet-services/icloud/en/terms.html>

Dropbox: <https://www.dropbox.com/terms2014>

OneDrive: <http://windows.microsoft.com/en-us/windows/microsoft-services-agreement>

Analise os termos e responda às perguntas a seguir.

* + 1. Você tem uma conta em um provedor de serviços on-line? Em caso afirmativo, você já leu os Termos de Serviço?

Tenho e nunca li.

* + 1. Qual é a política de uso de dados?

Eles armazenam todas as suas informações ao você concordar com a política e termos pelos serviços deles. Além disso eles utilizam do nosso histórico de aquisições e pesquisas para oferecer alguns produtos que um algoritmo acredita que iremos querer adquiris.

* + 1. Quais são as configurações de privacidade?

Agora estes serviços seguem a lei LGPD, que protegem os dados do usuário e garantem sua privacidade e segurança do usuário.

* + 1. Qual é a política de segurança?

Além de proteger suas informações, o serviço avisa se alguém tentou entrar na sua conta por outro dispositivo, além de avisar se sua conta não está segura caso você não tenha verificado seu email.

* + 1. Quais são os seus direitos em relação aos seus dados? Você pode solicitar uma cópia de seus dados?

É possível solicitar uma cópia de dados ao Facebook, é necessário seguir uns passos dentro do aplicativo e eles te enviam uma cópia dos seus dados.

* + 1. O que o provedor pode fazer com os dados dos quais você fez upload?

Ele armazena isso e por meio de um algoritmo vai construindo o que ele acredita ser do interesse do usuário, para oferecer produtos que acreditam que iremos utilizar e adquirir.

* + 1. O que acontece com seus dados depois que você fecha sua conta?

Segundo a política de dados do Facebook, eles prometem apagar todas as informações da sua conta em um intervalo de 90 dias.

* + 1. Os termos de políticas de serviços das empresas de tecnologia têm se adequado conforme as exigências das novas leis de proteção de dados (GDPR, LGPD)? Justifique.

Eles precisam, uma vez que é uma lei de proteção de dados, que surgiu depois do escândalo de divulgação de dados

* + 1. Para que serve a LGPD e cite pelo menos 4 fundamentos dessa lei.  
       <http://www.planalto.gov.br/ccivil_03/_ato2015-2018/2018/lei/L13709.htm>

A LGPD serve para proteger os usuários destes serviços, de forma que seus dados não sejam divulgados, e os fundamentos dessa lei são: segurança, privacidade, autodeterminação informativa, e a liberdade de expressão.